This specification defines an XMPP protocol extension that enables a server to redirect connections from one connection manager or server node to another.
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2 CONNECTION TRANSFER PROTOCOL

1 Introduction

Large XMPP deployments are often clustered. To enable more effective management of client connections to servers in the cluster, it would be useful if the server administrator could redirect XMPP traffic to another node of the cluster. This document describes a connection transfer mechanism for telling clients (or others) to reconnect to a different address. The following scenarios seem likely:

1. A server needs to be shutdown for maintenance by an administrator but there are other servers available in the cluster and the administrator wants to cause the least disruption possible by having the users automatically reconnect to one of the other available servers.

2. Users of an XMPP cluster are hosted on particular servers but the server the user has connected to is not the appropriate server in the cluster, so the server redirects the user to connect to the correct server.

3. A new server is brought online in the cluster. To reduce the load on the other servers and to balance out the load, the other servers direct some of their users to connect to the new server.

2 Connection Transfer Protocol

The transfer packet is addressed to the user from the domain they are logged into, it contains the server address to connect to which can be domain name or ip address, it can also contain an optional port number. There is also the domain specified just in case they have to use a different domain name when they log in or to maintain the original domain.

Listing 1: Server tells client to connect to a different server in the cluster (by ip address)

```xml
<iq type='set' from='jabber.org' to='user@jabber.org'>
  <query xmlns='urn:xmpp:cxfr'>
    <domain>jabber.org</domain>
    <server>123.123.123.122</server>
  </query>
</iq>
```

Listing 2: Server tells client to connect to a different server in the cluster (by domain name)

```xml
<iq type='set' from='jabber.org' to='user@jabber.org'>
  <query xmlns='urn:xmpp:cxfr'>
    <domain>jabber.org</domain>
  </query>
</iq>
```
Listing 3: Server tells client to connect to a different server in the cluster (using a different port number)

```
<iq type='set' from='jabber.org' to='user@jabber.org'>
  <query xmlns='urn:xmpp:cxfr'>
    <domain>jabber.org</domain>
    <server>server3.jabber.org:6222</server>
  </query>
</iq>
```

Listing 4: Server tells client to simply reconnect

```
<iq type='set' from='jabber.org' to='user@jabber.org'>
  <query xmlns='urn:xmpp:cxfr'>
    <domain>jabber.org</domain>
    <server>jabber.org</server>
  </query>
</iq>
```

3 Security Considerations

To follow.

4 IANA Considerations

This document requires no action by the IANA.

5 XMPP Registrar Considerations

To follow.

6 XML Schema

To follow.